	5:02:17:14.  Electronic pollbook security. The file containing active and inactive registered voter names, numbers, ballot types and other voter information for an electronic pollbook must be located in the electronic pollbook. The electronic pollbook file may only be located on a network drive or removable drive if password protected. The electronic pollbook shall be connected to a secure internet or intranet connection.

	An electronic pollbook file shall be password protected. The password shall be provided only to the precinct superintendent and person in charge of the election who may not divulge the password to any other person.

	No person, other than the precinct election official assigned to operate the electronic pollbook, may be allowed to enter any information into the electronic pollbook.

	Following the completion of the recapitulation sheet at the close of the polls, the electronic pollbook file shall be immediately closed so that it is password protected.

	The electronic pollbook file may not be reopened prior to the official canvass. If the board of canvassers examines the electronic pollbook file, the board must check the audit trail of the electronic pollbook file prior to opening the file to determine that the file has not been accessed since the close of the polls.

	Source: 35 SDR 306, effective July 1, 2009; 38 SDR 117, effective January 12, 2012.
	General Authority: SDCL 12-1-9(4).
	Law Implemented: SDCL 12-16-28, 12-18-5.

